
F I V E  S I G N S  Y O U  M I G H T  

B E  B E I N G  S C A M M E D

1 . Y O U ’ V E  B E E N  C O N T A C T E D  O U T  O F  
T H E  B L U E
Do you know this person? Were you expecting a call from this 
company? Any cold callers should raise your suspicions.

2 . T H E  O F F E R  S O U N D S  T O O  G O O D  T O  
B E  T R U E
If someone is o�ering you a deal that sounds too good to be true, it 
probably is. 

3 . Y O U ’ R E  F E E L I N G  U N D E R  P R E S S U R E  
T O  M A K E  A  D E C I S I O N
Fraudsters will try to rush you into making a decision. If they don’t give 
you time to make an informed decision, that should raise red flags. 

4 . Y O U ’ R E  B E I N G  A S K E D  T O  S H A R E  
P E R S O N A L  I N F O R M A T I O N
Don’t provide personal information to anyone whose identity you 
can’t confirm.

5 . Y O U ’ R E  B E I N G  A S K E D  T O  K E E P  
I T  A  S E C R E T
You should be able to discuss any agreements with friends, family or 
advisors. If you can’t, that’s a huge sign you might be talking to a 
scammer.


